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1	Introduction
During SA2#120, this topic was discussed extensively but we could not reach an agreement on how this should be captured in the spec, especially the binding of SDF to QoS flows and the functional split between PCF/SMF and UPF.
Some points for consideration in case of non-GBR flows:
1) With the QoS flow based framework as opposed to 4G EPS bearer based framework, one main benefit we see is the ability to dynamically create QoS flows without having to initiate signalling. Thus requiring signalling in order to setup/release QoS flows, especially non-GBR QoS flows would defeat the purpose of QoS flow based framework in 5G.
2) SDF to QoS flow binding information for known applications (e.g. as in, e.g., a YouTube video download, a web page download, listening to Spotify, posting to Facebook, etc. etc).
3) With OTT services (non-GBR services), the resource demands of sessions are versatile and highly dynamic, created in real time by the user, the device, the content and the application. For example, videos are not only videos but they have a specific media rate (possibly varying in time due to VBR encoding) which is unique to the particular content. Therefore, they require different amount of bandwidth to make sure the playback is smooth. Web pages are not only identified as web pages but they (depending on the content and the delivery mechanism, such as HTTP/1.1, HTTP/2, AMP, QUIC) require different amounts of bandwidth and maximum end-to-end RTT to ensure good experience, e.g., that the page is downloaded to the user within, say, 5 seconds. This implies real time resource management is necessary in order to cope up with highly dynamic user behaviour and provide high end user quality of experience. Aat the same time better utilize capacity, provide good quality of service for end user.
4) 
Observation 1: Real time resource management and mapping of SDFs to QoS flows are necessary in order to cope up with the resourceprovide adequate service for all  demands of application sessions, created dynamically in real time by the user. This also implies that requiring signalling in order to create QoS flows could add significant overhead in the system and make the corresponding reference points (e.g. N4) quite chatty thus it should be avoided rather not required. Additionally, the OTT services may establish many dynamic short lived flows which may last only for a few RTTs. If signalling was required to separate them into a QoS flow, the signalling completion time could be comparable with the lifetime of such flows, making the resulting QoS flow ineffective.
Proposal 1: Allow UPF to create new QoS flows based on SDF to QoS flow mapping rules provided by the SMF to the UPF at the time of PDU session establishment (i.e. without requiring any signalling (e.g. N4) at the time of QoS flow creation).
5) SDF to QoS flow binding rules can be provided to UPF for known applications but the main challenge is the unknown applications and encrypted traffic. In this case, network needs some means to manage user plane capacity and also means to provide differentiated traffic forwarding treatment. Also, since the application needs are changing rapidly and the type of applications introduced by content provider is out of our control (i.e. 3GPP control), network needs to be prepared with the fact majority of the traffic could fall under “match-all” criteria.
6) For non-GBR flows, it is unclear whether charging requirements based on fulfilment of transport level QoS characteristics exists (e.g. will user X be charged at a certain rate based on the actual PDB, PER, Priority value offered for certain application?). Same goes for subscription (i.e. is a subscribed with a certain monthly charge for regular data connectivity based on precise QoS flow characteristics?).
7) For non-GBR flows, there might be cases when the simplest subscription/policy/charging model (e.g. bulk charging) is sufficient (i.e. no micro management of PCF, SMF is necessary for all SDFs to QoS flow mapping). At least in such cases, it should be possible for the UPF (based on pre-configured rules and dynamic traffic within the UPF) to create QoS flows when no rule for “SDF to QoS flow binding” from SMF exists. In the current description, this might fall under the match all filter scenario.
Observation 2: There might be cases when a certain SDF received by the UPF falls under match-all filter criteria and there are no SDF to QoS flow binding rules provided by the SMF for the corresponding SDFs. In such cases, the UPF might need to decide to provide traffic differentiation (i.e. create QoS flows dynamically) based on local policies within the UPF. This can help with providing differentiated packet forwarding treatment to improve user experience and at the same time UPF can better manage network capacity e2e. This would help better QoS management for highly dynamic and versatile OTT traffic.
Proposal 2: Allow UPF to create QoS flows for SDFs when there are no SDF to QoS binding rules provided by the SMF for the corresponding SDFs (i.e. SDFs fall under the match-all filter criteria) in order to allow traffic differentiation and/or better manage network resources (capacity utilization). This proposal also assumes no specific classification for UL traffic is necessary thus the UE can consider these SDFs as part of match-all critieria.
6	Proposal
It is proposed to update TS 23.501 as follows:
* * * * Start Change * * *.*
5.7	QoS model
[bookmark: _Toc480388546]5.7.1	General Overview
The 5G QoS model supports a QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).
The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, non-IP PDUs and Ethernet frames. The QFI shall be unique within a PDU session.
NOTE 0:	Policing of User Plane traffic (e.g. MFBR enforcement) is not regarded as QoS differentiation and is done by UPFs on an SDF level granularity.
Each QoS flow (GBR and Non-GBR) is associated with the following QoS parameters (parameter details are described in clause 5.7.2):
-	5G QoS Indicator (5QI),
-	Allocation and Retention Priority (ARP).
Each GBR QoS flow is in addition associated with the following QoS parameters (details are described in clause 5.7.2):
-	Guaranteed Flow Bit Rate (GFBR) - UL and DL;
-	Maximum Flow Bit Rate (MFBR) - UL and DL;
-	Notification control.
Two ways to control QoS flows are supported:
1)	For non-GBR QoS flows with standardized 5QIs, the standardized 5QI value is used as QFI as defined in clause 5.7.4 and the a default ARP is used. In this case, no additional N1, N2 nor N4 signaling is required at the time traffic for the corresponding QoS flows start, or;
2)	For GBR and non-GBR QoS flows, all the necessary QoS Parameters corresponding to a QFI are sent as QoS profile to (R)AN, UPF either at PDU Session establishment or QoS flow establishment/modification.
Editor's Note: Whether beyond the standardized 5QIs, also pre-configured 5QI values can be further used as QFI values is FFS.
The QoS parameters of a QoS flow are provided to the (R)AN as a QoS profile over N2 at PDU Session or at QoS flow establishment and when 5G-RAN is used at every time the User Plane is activated. QoS parameters may also be pre-configured in the (R)AN for non-GBR QoS flows (i.e. without the need to be signalled over N2).
The UE performs the classification and marking of UL User plane traffic, i.e. the association of uplink traffic to QoS flows, based on QoS rules. These rules may be explicitly signalled over N1 (at PDU Session establishment or QoS flow establishment), pre-configured in the UE or implicitly derived by UE from reflective QoS. A QoS rule contains a QoS rule identifier, the QFI of the QoS flow, and a QoS flow template (i.e. the set of packet filters and corresponding precedence values associated with the QoS flow).
Editor's note:	It is FFS whether it is beneficial to change QoS flow templates such that there is one precedence value per QoS flow template to align with SDF templates.
A default QoS rule is required for every PDU session. The default QoS rule shall be the only QoS rule of a PDU session which is allowed not to have a QoS flow template. If the default QoS rule does not contain a QoS flow template, the default QoS rule defines the treatment of packets that do not match any QoS flow template of any QoS rule in a PDU session.
Editor's note:	It is FFS whether there, in addition, is a need for pre-authorized QoS rules be provided to the UE.
[bookmark: _GoBack] The SMF allocates the QFI for every QoS flow and derives its QoS parameters from the information provided by the PCF. When applicable, the SMF provides the QFI together with the QoS profile containing the QoS parameters of a QoS flow to the (R)AN. The SMF provides the SDF template (i.e. the set of packet filters associated with the SDF received from the PCF) together with the SDF precedence and the corresponding QFI to the UPF enabling classification and marking of User Plane traffic. When applicable, the SMF generates the QoS rule(s) for the QoS flow by allocating QoS rule identifiers, adding the QFI of the QoS flow, setting the QoS flow template using one or more SDF template(s). The QoS rules are then provided to the UE enabling classification and marking of UL User Plane traffic. 

The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in Figure 5.7.1-1.


Figure 5.7.1-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources
In DL incoming data packets are classified based on SDF templates according to their SDF precedences (without initiating additional N4 signalling).. The CN conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 (and N9) User Plane marking using a QFI. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers in case of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to DRBs  so that the UE receives the QFI (and reflective QoS (see clause 5.7.5) may be applied).
In UL, the UE classifies packets based on the QoS flow template in the QoS rules and conveys the classification of the User Plane traffic belonging to a QoS flow through a User Plane marking using the QFI in the corresponding QoS rule. The UE binds QoS flows to AN resources.
The UE evaluates for a match, first the uplink packet filter amongst all packet filters in the QoS rules that has the lowest evaluation precedence index and, if no match is found, proceeds with the evaluation of uplink packet filters in increasing order of their evaluation precedence value. This procedure shall be executed until a match is found or all uplink packet filters have been evaluated. If a match is found, the uplink data packet is marked with the QFI that is associated with the matching packet filter. If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.
The following characteristics apply for processing of Downlink traffic:
-	UPF maps User Plane traffic to QoS flows based on the SDF templates
-	UPF performs Session-AMBR enforcement and also performs PDU counting for support of charging.
-	UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.
-	UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking may be based on the 5QI and ARP of the associated QoS flow.
-	(R)AN maps PDUs from QoS flows to access-specific resources based on the QFIand the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.
NOTE 1:	Packet filters are not used for binding of QoS flows onto access-specific resources in (R)AN.
-	If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the QFI of the derived QoS rule is is set according to the QFI of the DL packet.
Following characteristics apply for processing of uplink traffic:
-	UE uses the stored QoS rules to determine mapping between UL User Plane traffic QoS flow. UE transmits the UL PDUs using the corresponding access specific resource for the QoS flow based on the mapping provided by RAN.
-	(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN determines the QFI value, which is included in the encapsulation header of the UL PDU, and selects the N3 tunnel.
-	(R)AN performs transport level packet marking in the uplink, transport level packet marking may be based on the 5QI and ARP of the associated QoS Flow.
-	UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE (e.g. in case of reflective QoS).
-	UPF performs Session-AMBR enforcement and counting of packets for charging.
For UL Classifier PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
For multi-homed PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
NOTE 2:	The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the downlink traffic for the PDU session exceeding the DL Session-AMBR.
The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a session-AMBR.
Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR QoS flows. The MBR is enforced in the UPF.
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